NIS2 checklist & solutions

RISK ANALYSIS
NIS2 requires the implementation of risk
analysis and security concepts for all infor-
mation systems.

» Risk assessment

SECURITY CONCEPT AND EMERGENCY MANAGEMENT

An ISMS guarantees the documentation and
success control of the required security
guidelines.

» [SMS

RISK MANAGEMENT AND REPORTING OBLIGATIONS

Evaluate the effectiveness of the measures
implemented and fulfill your reporting
obligation when managing vulnerabilities.

» Vulnerability managemen
» Managed SOC

consist.de/nis2

TRAINING COURSES

Sensitize employees to the topic of cyber
security with suitable practical training
courses.

» Awareness training

SECURITY TECHNOLOGY

State-of-the-art IT security tools enable
reliable and forward-looking automation of
the incident process.

» IT security solutions
» Vulnerability management

ENSURING SECURITY STANDARDS

The "systems for continuous attack detecti-
on" should be operated in such a way that
they are always up to date and include
current cyber threats.

» Managed security services

» Portfolio management CONSIST
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